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RE: Notice of Data Breach

Dear <<Name 1>>:

of your personal information.  While Auto Approve is not aware of any actual or attempted identity theft or fraud in 

What Happened?
exposed following a standard maintenance release.  As a result, certain personal information that you previously 

What Information Was Involved?  Auto Approve determined that the type of information potentially impacted 

What We Are Doing. Auto Approve takes the privacy and security of sensitive information in its care very seriously. 
Once we learned of this incident, we immediately remediated it and re-secured the information. 

 Instructions on how 
Steps You Can Take to 

Protect Against Identity Theft and Fraud.

What Can You Do?  You can review the enclosed Steps You Can Take to Protect Against Identity Theft and Fraud 

For More Information.  

<<Name 1>>

<<Address 1>>

<<Address 3>>

<<City>><<State>><<Zip>>
<<Country>>
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We sincerely apologize for this incident and regret any concern or inconvenience this has caused you.

Sincerely,

Senior Operations Director
Auto Approve, LLC
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Steps You Can Take to Protect Against Identity Theft and Fraud

As a safeguard, we have arranged for you to enroll, at no cost to you, in an online credit monitoring service 
(my ®, one of the three 
nationwide credit reporting companies.

How to Enroll: You can sign up online or via U.S. mail delivery.

• To enroll in this service, go to the my www.MyTrueIdentity.com 
 

<<Insert Unique 12-letter Activation Code>> and follow the three steps to receive your credit monitoring 
service online within minutes.

 
monitoring service, via U.S. mail delivery, please call the TransUnion Fraud Response Services  
toll-free hotline at 1-855-288-5422. When prompted, enter the six-digit telephone passcode  
<<Insert static 6-digit Telephone Pass Code>> 

<<Enrollment Deadline>>. 

Other Steps You Can Take:  We encourage you to remain vigilant against incidents of identity theft and fraud, to 
review your account statements, and to monitor your credit reports for suspicious activity.  Under U.S. law, you are 

credit report, visit www.annualcreditreport.com

from releasing information in your credit report without your express authorization.  The security freeze is designed 

TransUnion

www.transunion.com/ 
credit-freeze 

Experian

www.experian.com/freeze/center.html

Equifax

www.equifax.com/personal/ 
credit-report-services

In order to request a security freeze, you will need to provide the following information:

1. Your full name (including middle initial as well as Jr., Sr., II, III, etc.);

law enforcement agency concerning identity theft.
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extending new credit.  If you are a victim of identity theft, you are entitled to an extended fraud alert, which is a fraud 

TransUnion

www.transunion.com/ 
fraud-victim-resource/ 
place-fraud-alert 

Experian

www.experian.com/fraud/ 
center.html

Equifax

www.equifax.com/personal/ 
credit-report-services

You can further educate yourself regarding identity theft, fraud alerts, security freezes and the steps you can take to protect 
 

 
www.identitytheft.gov

For North Carolina residents
www.ncdoj.gov. 

For Maryland residents
www.oag.state.md.us. 

For New Mexico residents,

right to ask for your credit score and the right to dispute incomplete or inaccurate information. Further, pursuant 
to the Fair Credit Reporting Act, the consumer reporting agencies must correct or delete inaccurate, incomplete 

damages from violators. You may have additional rights under the Fair Credit Reporting Act not summarized here. 

 

For Rhode Island residents  


