
Re: Notice of Data Event

Dear ,

security of some of your personal information. We take this incident very seriously and are providing you with information 
and access to resources so you can better protect against the possibility of the misuse of your personal information 
should you feel it is appropriate to do so.

What Happened? On December 17, 2019, PSL Services discovered suspicious activity in an employee’s email account. 
PSL Services immediately launched an investigation into the nature and scope of the incident. As part of the investigation, 

employees’ email accounts were subject to unauthorized access for periods of time between December 16, 2019 and 
December 19, 2019. Thereafter, PSL Services undertook a time-consuming review of the contents of the email accounts 
that were accessed to determine if they contain sensitive information.

What Information Was Involved? The information in the email accounts that was potentially subject to unauthorized 
access includes your: <<ClientDef1(ImpactedData)>>.

What We Are Doing. PSL Services takes this incident and the security of information in its care very seriously. PSL 

Services and any required state or federal regulators regarding this incident.

identity theft consultation and restoration services through Kroll. The cost of this service will be paid for by PSL Services. 

Protect Against Identity Theft and Fraud.

What Can You Do?
suspicious or unauthorized activity and report any instances of fraud to law enforcement. You can also review the 

further safegaurd your personal information should you feel it appropriate to do so.

For More Information. We understand that you may have questions about the incident that are not addressed in this letter. 

6:30 pm Eastern Time.

The security of personal information in our possession is a top priority. We sincerely regret any inconvenience or concern 
this incident has caused you.

Sincerely,

Lori Sanville
Lori Sanville 

 
Peregrine Corporation d/b/a PSL Services

<<Address1>>
<<Address2>>
<<City>>, <<State>> <<Zip>>

<<Date>> (Format: Month Day, Year)

Peregrine Corp, DBA PSL Services



Steps You Can Take to Help Protect Against Identity Theft and Fraud

identity monitoring at no cost to you for two years. Kroll is a global leader in risk mitigation and response, and their 

Visit https://[IDMonitoringURL] to activate and take advantage of your identity monitoring services.
You have until [Date] to activate your identity monitoring services.
Membership Number: <<Member ID>>

Monitor Your Accounts. PSL Services encourages you to remain vigilant against incidents of identity theft, to review 

Under U.S. law you are entitled to one free credit report annually from each of the three major credit reporting bureaus. 
To order your free credit report, visit www.annualcreditreport.com or call, toll-free, 1-877-322-8228. You may also contact 
the three major credit bureaus directly to request a free copy of your credit report.

You have the right to place a “security freeze” on your credit report, which will prohibit a consumer reporting agency from 

may delay, interfere with, or prohibit the timely approval of any subsequent request or application you make regarding a 

charged to place or lift a security freeze on your credit report. Should you wish to place a security freeze, please contact 
the major consumer reporting agencies listed below:

TransUnion 
 

Chester, PA 19016 
1-800-909-8872 
www.transunion.com/credit-freeze

Experian 
 

 
 

Equifax 
 

 
 

report-services

In order to request a security freeze, you will need to provide the following information:

1. Your full name (including middle initial as well as Jr., Sr., II, III, etc.);
2. Social Security number;
3. Date of birth;

Proof of current address, such as a current utility bill or telephone bill;
6. 

etc.);
7. If you are a victim of identity theft, include a copy of either the police report, investigative report, or complaint to a 

law enforcement agency concerning identity theft;

The credit reporting agencies have one (1) to three (3) business days after receiving your request to place a security 

freeze, including an authentication mechanism. Upon receiving a direct request from you to remove a security freeze and 

(1) hour after receiving the request by telephone for removal or within three (3) business days after receiving the request 
by mail for removal.



Should you wish to place a fraud alert, please contact any one of the agencies listed below:

TransUnion 
 

Chester, PA 19106 
1-800-680-7289 
www.transunion.com/fraud-victim-
resource/place-fraud-alert

Experian 
 

 
 

Equifax 
 

 
1-888-766-0008 

report-services

You can also further educate yourself regarding identity theft, fraud alerts, security freezes, and the steps you can take 
to protect yourself, by contacting the consumer reporting agencies, your state Attorney General, or the Federal Trade 
Commission (FTC). The Federal Trade Commission can be reached at:  600 Pennsylvania Avenue NW, Washington, 

Instances of known or suspected identity theft should be reported to law enforcement and your state Attorney General. 
This notice has not been delayed by law enforcement.

For Maryland residents, 

For New Mexico residents, 

for your credit score and the right to dispute incomplete or inaccurate information. Further, pursuant to the Fair Credit 

you get based on information in your credit report; and you may seek damages from violator. You may have additional 

For New York residents, 

For Rhode Island Residents,

 



TAKE ADVANTAGE OF YOUR IDENTITY MONITORING SERVICES
You’ve been provided with access to the following services1 from Kroll:

Single Bureau Credit Monitoring
You will receive alerts when there are changes to your credit data—for instance, when a new line of credit is applied for 
in your name. If you do not recognize the activity, you’ll have the option to call a Kroll fraud specialist, who can help you 
determine if it’s an indicator of identity theft.

Fraud Consultation

interpreting how personal information is accessed and used, including investigating suspicious activity that could be tied 
to an identity theft event.

Identity Theft Restoration

related issues. You will have access to a dedicated investigator who understands your issues and can do most of the 
work for you. Your investigator can dig deep to uncover the scope of the identity theft, and then work to resolve it.

1  
To receive credit services, you must be over the age of 18 and have established credit in the U.S., have a Social Security number in your 


