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Rehabilitation Support Services, Inc. | 5172 Western Turnpike | Altamont, NY 12009

Re: Notice of Data Security Incident

Dear <<Name 1>>:

We are writing to inform you of a recent cyber incident experienced by Rehabilitation Support Services, Inc. (“RSS”) that may 
have involved your personal information. RSS takes the privacy and security of your information very seriously, which is why 

What Happened: On June 1, 2021, RSS detected suspicious activity within its network that temporarily disrupted access 

assist in our response to the incident. Furthermore, we reported the incident to law enforcement, including the Federal 
Bureau of Investigation (“FBI”), and are cooperating with the FBI in hopes of holding the perpetrator(s) accountable.  

Immediately thereafter, RSS worked diligently to identify address information for all impacted individuals, which was completed  
on August 16, 2021.

What Information Was Involved: The incident involved your: <<Data Elements>>.

What We Are Doing: As soon as we discovered the incident, we took the steps described above. In addition, we have implemented 

occurring in the future. Furthermore, we have been assisting the FBI’s investigation into the matter.

We are providing you with steps that you can take to help protect your personal information, and, as an added precaution, we 

services include <<CM Length>> months of credit monitoring, dark web monitoring, up to $1,000,000 in identity theft insurance 
coverage, and identity theft restoration services.

What You Can Do: We encourage you to follow the recommendations on the next page to help protect your information. 
 

1-866-640-2273 and using the activation code <<Activation Code>>. Please note that the deadline to enroll is <<Enrollment 
Deadline>>.

For More Information:
 800-710-2138 between 9:00 a.m. and 9:00 p.m. Eastern Time, Monday through Friday. 

Sincerely,

William DeVita
Rehabilitation Support Services, Inc.

Return Mail Processing Center
P.O. Box 6336
Portland, OR 97228-6336

<<Mail ID>>
<<Name 1>>
<<Name 2>>
<<Address 1>>
<<Address 2>>
<<Address 3>>
<<Address 4>> <<Date>>
<<Address 5>>
<<City>><<State>><<Zip>>
<<Country>>
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Steps You Can Take to Further Protect Your Information

Review Your Account Statements and Notify Law Enforcement of Suspicious Activity: As a precautionary measure, we 
recommend that you remain vigilant by reviewing your account statements and credit reports closely. If you detect any suspicious 

You also should promptly report any fraudulent activity or any suspected incidence of identity theft to proper law enforcement 
authorities, your state attorney general, and/or the Federal Trade Commission (FTC).

Copy of Credit Report: You may obtain a free copy of your credit report from each of the three major credit reporting agencies 
once every 12 months by visiting http://www.annualcreditreport.com/, calling toll-free 877-322-8228, or by completing an 

30348. You also can contact one of the following three national credit reporting agencies: 

TransUnion
P.O. Box 1000
Chester, PA 19016
1-800-916-8800
www.transunion.com

Experian
P.O. Box 2002
Allen, TX 75013
1-888-397-3742
www.experian.com

Equifax
P.O. Box 740241

1-888-548-7878
 

Fraud Alert: You may want to consider placing a fraud alert on your credit report. An initial fraud alert is free and will stay on 

creditor contact you prior to establishing any accounts in your name. To place a fraud alert on your credit report, contact any of 
http://www.annualcreditreport.com.

Security Freeze: 
will prevent new credit from being opened in your name without the use of a PIN number that is issued to you when you initiate 

insurance statement.

Additional Free Resources: You can obtain information from the consumer reporting agencies, the FTC, or from your respective 

Federal Trade Commission
600 Pennsylvania Ave, NW
Washington, DC 20580
www.consumer.ftc.gov, and
www.ftc.gov/idtheft
1-877-438-4338

Maryland Attorney General
200 St. Paul Place
Baltimore, MD 21202
www.oag.state.md.us
1-888-743-0023

North Carolina Attorney General
9001 Mail Service Center
Raleigh, NC 27699
www.ncdoj.gov
1-877-566-7226

Rhode Island
Attorney General
150 South Main Street
Providence, RI 02903
www.riag.ri.gov
1-401-274-4400

You also have certain rights under the Fair Credit Reporting Act (FCRA): These rights include the right to know what is 

to the FCRA, please visit .
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Enter your Activation Code: <<Activation Code>>
 Enrollment Deadline: <<Enrollment Deadline>>

Equifax Credit Watch™ Gold
*

Key Features

1 when your personal information, such as Social Security Number, credit/debit card or bank 
account numbers are found on fraudulent Internet trading sites

• Automatic fraud alerts2, which encourages potential lenders to take extra steps to verify your identity before extending 
3

• Identity Restoration to help restore your identity should you become a victim of identity theft, and a dedicated Identity 
Restoration Specialist to work on your behalf

• Up to $1,000,000 of identity theft insurance coverage for certain out of pocket expenses resulting from identity theft4

Enrollment Instructions
www.equifax.com/activate.

<<Activation Code>> then click “Submit” and follow these 4 steps:
1. Register: 

Complete the form with your contact information and click “Continue”.
If you already have a myEquifax account, click the ‘Sign in here’ link under the “Let’s get started” header.
Once you have successfully signed in, you will skip to the Checkout Page in Step 4.

2. Create Account:
Enter your email address, create a password, and accept the terms of use.

3. Verify Identity: 

4. Checkout:

You’re done!

Click “View My Product” to access the product features.

1 WebScan searches for your Social Security Number, up to 5 passport numbers, up to 6 bank account numbers, up to 6 credit/debit card 
numbers, up to 6 email addresses, and up to 10 medical ID numbers. WebScan searches thousands of Internet sites where consumers’ personal 
information is suspected of being bought and sold, and regularly adds new sites to the list of those it searches. However, the Internet addresses 
of these suspected Internet trading sites are not published and frequently change, so there is no guarantee that we are able to locate and search 
every possible Internet site where consumers’ personal information is at risk of being traded.
2 
Consumer Services LLC.
3 Locking your Equifax credit report will prevent access to it by certain third parties. Locking your Equifax credit report will not prevent access 
to your credit report at any other credit reporting agency. Entities that may still have access to your Equifax credit report include: companies 
like Equifax Global Consumer Solutions, which provide you with access to your credit report or credit score, or monitor your credit report as 
part of a subscription or similar service; companies that provide you with a copy of your credit report or credit score, upon your request; federal, 
state and local government agencies and courts in certain circumstances; companies using the information in connection with the underwriting 
of insurance, or for employment, tenant or background screening purposes; companies that have a current account or relationship with you, 
and collection agencies acting on behalf of those whom you owe; companies that authenticate a consumer’s identity for purposes other than 

4 

actual policies for terms, conditions, and exclusions of coverage. Coverage may not be available in all jurisdictions.


